Приложение №2

к договору

от «\_\_\_»\_\_\_\_\_\_\_2016 г.

№\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **ТЕХНИЧЕСКОЕ ЗАДАНИЕ**  **на продление неисключительных (пользовательских) прав на программное обеспечение для нужд**  **ФГБУ "АМП Охотского моря и Татарского пролива"** | | | | | |
| Наименование предмета закупки | Количество шт. | Общее наименование требуемых функций программного обеспечения - предмета закупки | Перечень требуемых функций программного обеспечения - предмета закупки | Требование к соответствию заявляемых функций к программному обеспечению - предмету закупки | |
| 1 | 2 | 3 | 4 | 5 | |
| Лицензия на пакет антивирусного программного обеспечения Kaspersky Endpoint Security для бизнеса (расширенный) на 80 рабочих станций. Продление на 2 года.  Эквивалентность не предусмотрена, так как приобретается продление уже имеющейся корпоративной лицензии | 1 шт. | Система централизованного управления и контроля выполнения, системы антивирусной защиты | Централизованный контроль за выполнением антивирусной программы и её модулей | Наличие | Точное |
| Возможность использования групповых политик безопасности | Наличие | Точное |
| Система построения отчётов по требуемому критерию | Наличие | Точное |
| Возможность создания групповых задач и задач для набора компьютеров, позволяющих удалённый запуск и настройку процессов обновления, управления политиками безопасности и модулями защиты антивирусных программ | Наличие | Точное |
| Возможность выборки перечней рабочих станций по произвольному критерию | Наличие | Точное |
| Наличие гибкой системы доставки уведомлений о состоянии антивирусной защиты защищаемых объектов | Наличие | Точное |
| Возможность удалённой установки и удаления антивирусного ПО на управляемые рабочие станции и серверы | Наличие | Точное |
| Автоматическая загрузка обновлений антивирусного ПО по расписанию, в произвольный каталог хранилища обновлений | Наличие | Точное |
|  |  | Программный комплекс для антивирусной защиты и защиты от вредоносного ПО, пользовательских рабочих станций. | Файловый антивирус | Наличие | Точное |
| Почтовый модуль антивирусной защиты | Наличие | Точное |
| Встроенный брандмауэр | Наличие | Точное |
| Веб-антивирус | Наличие | Точное |
| Модуль проактивной защиты с анализом активности программных процессов | Наличие | Точное |
| Система мониторинга системного реестра, защита от внесения несанкционированных изменений системного реестра | Наличие | Точное |
| Защита антивирусной программы от внешнего управления | Наличие | Точное |
| Возможность обновления антивирусной программы из локальных каталогов ЛВС | Наличие | Точное |
| Возможность ограничения доступа к устройствам (USB модемы, CD\DVD дисководы, bluetooth устройства и прочее) | Наличие | Точное |
| Программный комплекс для антивирусной защиты и защиты от вредоносного ПО для файловых серверов. | Файловый антивирус | Наличие | Точное |
| Модуль проактивной защиты с анализом активности программных процессов | Наличие | Точное |
| Возможность обновления антивирусной программы из локальных хранилищ обновлений | Наличие | Точное |
| Защита антивирусной программы от внешнего управления | Наличие | Точное |
| Дополнительные возможности | Контроль программ. Для отслеживания программного обеспечения, функционирующего в корпоративной сети. Возможность построения отчётов по используемым программным продуктам, с указанием сетевых имён рабочих станций, сетевых адресов, разработчике программы и иной информацией | Наличие | Точное |
| Совместная работа с сервером обновлений Microsoft WSUS. Возможность выборочного, либо группового централизованного разворачивания обновлений операционных систем семейства Windows | Наличие | Точное |
| Контроль сетевого доступа управляемых рабочих станций | Наличие | Точное |
|

**ЛИЦЕНЗИАТ: ЛИЦЕНЗИАР:**

|  |  |
| --- | --- |
| Руководитель  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/Н.П. Татаринов  «\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_ 2016 года  мп | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ /  «\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_\_ 2016 года  мп |